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Today’s Workshop: Program
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Discussion: Recent References
I: ALDFE3R: BB UN?

O=m % 2 ABEER O EM
United States Government, Office of Defects Investigation (ODI), National Highway Traffic Safety
Administration (NHTSA), Department of Transportation (DOT), “ODI Resume, PE16-007,”
Washington, D.C.: ODI, January 19, 2017.
“NHTSA’s examination did not identify any defects in the design or performance of the AEB or Autopilot
systems of the subject vehicles nor any incidents in which the systems did not perform as designed.”

@r VR, XVIER, L0 FRIZRZ ABFR-EICHRPLET, BRE KDL
Korean Times, “Human Translators Rout Al in Much-hyped Translation Event,” February 21,
2017.

“Al-based translation programs, which can self-improve by learning from databases thanks to a mechanism
called "neural machine translation," will continue to perform better. . . '"No matter how fast the translation
programs are, many will doubt they can perfectly translate subtle expressions of emotion in literature.“

OBRFEH TR S NI EREE-S%., WLV ERSS & HEREICRER 22022 25
Nature, “Chinese AI Company Plans to Mine Health Data Faster than Rivals: iCarbonX Believes
Its Cutting-edge Partners and Generous Funding Give It the Upper Hand,” January 10, 2017
“One of China’s most intriguing biotechnology companies has fleshed out an earlier quixotic promise to use
artificial intelligence (AI) to revolutionize health care. . . As well as Google, IBM and various smaller
companies, such as Arivale of Seattle, Washington, are working on similar technology. But Wang (the founder
of the Chinese company) says that the iCarbonX alliance will be able to collect data more cheaply and quickly.”

DREZREIEILHRDAIRIZ, FTELIIE ARV
Orseau, Laurent and Stuart Armstrong, “Safely Interruptible Agents,” Google DeepMind and
University of Oxford, June 1, 2016.
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DAl/Robotics B ADfERRME—EMR K 2w, ERNGEZXE ., BRFRERFHINORME
World Economic Forum, “The Global Risks Report 2017” January 11, 2017.

“A new arms race is developing in weaponized robotics and artificial intelligence.”

Smith, Sean, The Internet of Risky Things: Trusting the Devices That Surround Us, Sebastopol, CA:
O’Reilly & Associates Inc., January, 2017.

@AI/RoboticsE A D f ik —P 5 57 BF
Alemzadeh, Homa et al., “Adverse Events in Robotic Surgery: A Retrospective Study of 14 Years of
FDA Data,” PLoS One, Vol. 11, No. 1 (April 2016).
“Despite widespread adoption of robotic systems for minimally invasive surgery in the U.S., a non-negligible
number of technical difficulties and complications are still being experienced during procedures.”

AI/RoboticsiE A DFERRIE—FZ NI # - SIREEHE
Royakkers, Lambér and Rinie van Est, Just Ordinary Robots: Autonomous from Love to War, Boca
Raton, FL: CRC Press, September 2015.
“Sparrow and Sparrow ... describe care robotics for the elderly as “simulacra” replacing real social
interaction.” ... Sparrow and Sparrow ... find it “not only misguided, but actually unethical, to attempt to
substitute robot simulacra for genuine social interaction.”
[Sparrow, R., and Sparrow, L. “In the Hands of Machines? The Future of Aged Care,” Minds and Machines 16 (May 2006): 141-161]

@AI/RoboticsiE A D fE R M ZEE
Financial Times, “Robot Tax: Do Androids Dream of Personal Deductions? A Levy on Machines,
Some Say, Could Thwart Job-creating Technologies,” February 25, 2017.
“If the latest wave of automation causes large numbers of job losses, the Microsoft co-founder said, then taxing
the robots and using the money to retrain the humans may be one way to deal with the upheaval ahead.”
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